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23 | 2019/02/21 05:02.00 | Administrator
2T 2019/02/21 05:02:00 Administrator
23 | 2019/02/21 05:02.00 | Administrator
21T 2019/02/21 0B:48:09 Administrator
25 | 2019/02/21 08:48.09 Administrator
21T 2019/02/21 0B:48:09 Administrator
2 2019/02/21 l}B 48 09 Administrator
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237 h019/02/21 08:42.41 Administrator

i

The app prr-.fllege on app m for user ['h'JTl}Dll WiES removed.

The app priviege on app [$YNO FTP] for user [WT001] was removed.

The app priviege on app [3YN0 Rsync] for user (WT001] was removed.

The app privilege on app [$YNO Finder. Application] for user [WTO01] was removed.
The app priviege on app [3YNO FTP] for user [Jason] was removed.

The app privilege on app [SYNO.Deskiop] for user [Jason] was removed.

The app priviege on app [3YNO Finder Application] for user [Jason] was removed.
The app prmlege on app for user [Jason] was removed.

et 10 the qroup %
Change Quma of group [WT G roup] from [ \] to [4TB] in [share:WTGroup_Data].
-505.App. FileStationd. Instance] for group [WT G roup] was set to [aliow] fro

G roup WT G roup] was created.

21T 2019/02/21 0B:38:58 | Administrator
25 2019/02/21 01:30:19|SYSTEM
2T 2019/02/20 16:49:20 Administrator
23 | 2019/02/20 16:48.52  Administrator
2T 2019/02/20 16:44:38 | Administrator
25 2019/02/20 16:35:45/SYSTEM
25 2019/02/20 16:35:41 SYSTEM
23 | 2019/02/20 16:35.09 | Administrator

Wormal shared folder (AT G roup Data] was created.

System successfully checked consistency of Storage Pool [1].

System successfully created [Volume 1](Device Type is [SHR]) with disk [EIE 1, B 2, BiE 3],
System stars to create [Volume 1](Device Type is [SHR]) with disk [EE 1, BiE 2, BE 3]
Password of the user [Administrator] was changed.

[LAaN 1] link uwp.

[LAN 1] link down.

[LAN 1] was set to [Manual IP].

,:.E; 2018/02/20 16:35:08 | Administrator
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25 2019/02/20 16:29:23|SYSTEM
25 2019/02/20 16:27:16/SYSTEM
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2T 2019/02/18 14:35:35 Administrator
25 2019/02/18 14:29:42 | Administrator
2T 2019/02/18 14:27:02 | Administrator
23 | 2019/02/18 14:27.02 | Administrator
2T 2019/02/18 14:27:02 | Administrator
23 | 2019/02/18 14:27.02 | Administrator
2T 2019/02/18 14:27.02 | Administrator

IP of [LAN 1] was changed from [192.168.0.116] to [60.249.144 60]. ‘
TOwIT.
[LAN 1] link up.
[LAN 1] link down.
IP address [168.254 47.179] and sybnet mask [255 255.0.0] were assigned to the DHCP client on [LAN 1]

‘t’NO 505 App.FileStationd Instance] for user [Jason] was set to [allow] from [all IPs].

m [all IP=].

IP address [169.254.179.218] and subnet mask [255.255.0.0] were assigned to the DHCP client on [LAN 2].

System started counting dowun to shutdown.

Package [Universal Search] has been successfully updated.
Email notification language was set to [FET .

Encoding was set to [T,

Scheduled Task [Auto 5 M AR, T. Test] was created.

Time zone was changed to [(GMT+08:00) Taipei].
Scheduled Task [DSM, Auto Update] was created.
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2RI 2015/02/18 14:24.45 SYSTEM
AET 2018/02/18 14:24:33 SYSTEM
2T 2015/02/18 14:24:30 | SYSTEM
EET 2018/02/18 14:24:21 SYSTEM
AET 2018/02/18 14:24:18 | SYSTEM
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User [Administrator] was created,
i the group [administrators].

User [admin] was disabled.
Enabled auto block service.

Server name was changed from [DiskStation] to [WT G roug].
Password of the user [admin] was changed.

[eth0] was set to [DHCP].

IP address [168.254.1759.218] and syhnet mask [255.255.0.0] were assigned to the DHCF client on [LAN 2]

Package [Universal Search] has been successfully instaled.
Package [OAuth Service] has been successfully installed.
Package [File Station] has been successfully installed.
Update was complete.

Update was com pbe'te
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Hey,

I searched on google for some tips/package but couldn't find anything. I was wondering if there are
any ways to know the users activities on your NAS (what are they downloading, watching & co...) The
resource monitor / log center aren't very helping on that end. [y

Thanks for your tips.
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Have you enabled transfer logs in the File Services in the Control Panel? That should help with
some of what you're looking for.
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